The mission of the Cyber Security Office is to provide leadership, knowledge and service, in order to safeguard the confidentiality, integrity, and availability of the information and information systems entrusted to the State of West Virginia. This is accomplished through:

- Outreach activities created to foster a cyber risk aware culture, where security is everyone’s job;
- Robust and actionable cyber security policies, procedures and standards; and
- Strategic initiatives designed to produce effective, efficient, and proactive advancements to the State’s cyber security posture.

### OUR MISSION & VISION

<table>
<thead>
<tr>
<th>Secure IT Operations</th>
<th>Bureau of Labor Statistics</th>
</tr>
</thead>
<tbody>
<tr>
<td>Many jobs remain unfilled, with no trained applicants.</td>
<td>Stanford University</td>
</tr>
<tr>
<td>Cybersecurity workers can average more than other IT workers</td>
<td>Cisco</td>
</tr>
</tbody>
</table>

**WHAT WE DO...**

**SECURITY ADMINISTRATION**

- Comprehensive risk and compliance audits
- Develop and maintain IT Security Policies, Procedures, Practices and Standards
- Administer enterprise-wide vulnerability management program

**SECURITY OPERATIONS**

- Leverage state-of-the-art security monitoring tools.
- Ensure appropriate cyber protect for endpoint devices
- Lead investigations and forensic efforts for the Executive Branch

**DIVERSITY IS KEY**

We accept applicants from multiple areas of discipline — Marketing, Networking, Business Administration, General IT, Customer Service, Physical Security/Investigations. A good team is composed of flexible and diverse members!